**工业和信息化部关于印发《网络产品安全漏洞收集平台备案管理办法》的通知**

工信部网安〔2022〕146号

各省、自治区、直辖市及新疆生产建设兵团工业和信息化主管部门，各省、自治区、直辖市通信管理局，有关网络产品安全漏洞收集平台运营单位：

现将《网络产品安全漏洞收集平台备案管理办法》印发给你们，请认真遵照执行。

工业和信息化部  
2022年10月25日

**网络产品安全漏洞收集平台备案管理办法**

第一条 为规范网络产品安全漏洞收集平台备案管理，根据《中华人民共和国网络安全法》《中华人民共和国数据安全法》《网络产品安全漏洞管理规定》，制定本办法。

第二条 中华人民共和国境内的网络产品安全漏洞收集平台的备案管理工作，适用本办法。

本办法所称网络产品安全漏洞收集平台（以下简称漏洞收集平台），是指相关组织或者个人设立的收集非自身网络产品安全漏洞的公共互联网平台，仅用于修补自身网络产品、网络和系统安全漏洞用途的除外。

第三条 漏洞收集平台备案通过工业和信息化部网络安全威胁和漏洞信息共享平台开展，采用网上备案方式进行。

第四条 拟设立漏洞收集平台的组织或个人，应当通过工业和信息化部网络安全威胁和漏洞信息共享平台如实填报网络产品安全漏洞收集平台备案登记信息，主要包括：

（一）漏洞收集平台的名称、首页网址和互联网信息服务（ICP）许可或备案号，用于发布漏洞信息的相关网址、社交软件公众号等互联网发布渠道；

（二）主办单位或主办个人的名称或姓名、证件号码，以及漏洞收集平台主要负责人和联系人的姓名、联系方式；

（三）漏洞收集的范围和方式、漏洞验证评估规则、通知相关责任主体修补漏洞规则、漏洞发布规则、注册用户的身份核实规则及分类分级管理规则等；

（四）通过工业和信息化部通信网络安全防护管理系统，取得的网络安全等级保护备案相关材料；

（五）依据有关国家标准和行业标准，实施平台管理等情况；

（六）有关主管部门要求提交的其他需要说明的信息。

第五条 工业和信息化部在收到漏洞收集平台提交的备案信息后，填报信息齐全、符合法定要求的，应当在10个工作日内予以备案，向其发放备案编号，将备案信息通报公安部和国家互联网信息办公室，并通过工业和信息化部网络安全威胁和漏洞信息共享平台向社会公布有关备案信息。

拟设立漏洞收集平台的组织或个人应对所填报信息的真实性负责，发现备案信息不真实、不完整的，工业和信息化部在10个工作日内通知漏洞收集平台予以补正。

完成备案的漏洞收集平台应当在其网站主页底部位置标明其备案编号。

第六条 备案信息发生变化的，应当自信息变化之日起30日内通过工业和信息化部网络安全威胁和漏洞信息共享平台履行备案变更手续。

第七条 不再从事漏洞收集业务的，应当在业务终止之日通过工业和信息化部网络安全威胁和漏洞信息共享平台履行备案注销手续。

第八条 漏洞收集平台应在上线前完成备案，已上线运行的漏洞收集平台应在本办法施行之日起10个工作日内进行备案。

第九条 工业和信息化部设立举报渠道，社会公众可通过工业和信息化部网络安全威胁和漏洞信息共享平台电话、邮箱等方式，对漏洞收集平台涉嫌违反法律法规的行为进行举报。经核查属实的，将依法依规对漏洞收集平台予以处理。

第十条 本办法自2023年1月1日起施行。