**教育部办公厅关于贯彻落实《推进互联网协议第六版（IPv6）规模部署行动计划》的通知**

教技厅〔2018〕3号

各省、自治区、直辖市教育厅（教委），新疆生产建设兵团教育局，有关部门（单位）教育司（局），部属各高等学校，各直属单位，中国教育和科研计算机网网络中心：

为贯彻落实中共中央办公厅、国务院办公厅印发的《推进互联网协议第六版（IPv6）规模部署行动计划》（以下简称《行动计划》），加快教育系统推进IPv6基础网络设施规模部署和应用系统升级，促进下一代互联网与教育的融合创新，现就推进IPv6规模部署的实施工作通知如下：

**一、主要目标**

到2020年底，教育系统的各类网络、门户网站和重要应用系统完成升级改造，支持IPv6访问；基于IPv6的安全保障体系基本形成。下一代互联网相关学科专业人才培养、技术研发与创新工作显著加强，教育系统人才保障和智力支撑能力大幅提升。

**二、重点任务**

（一）实施基础网络设施升级改造

1．升级改造教育网的基础设施。到2018年底，中国教育和科研计算机网（以下简称教育网）完成升级改造，支持IPv6接入，用户规模达到1000万人。到2020年底，教育网与国内外运营商和学术网IPv6互联互通带宽达到100Gbps以上。

2．升级改造教育省域网、城域网和校园网的基础设施。到2018年底，中央所属高等学校的校园网完成IPv6升级改造，新建网络应支持IPv4和IPv6双栈，有条件的高等学校实现IPv6访问优先接入。到2019年底，各教育省域网、城域网以及高等学校的校园网完成IPv6升级改造。鼓励职业学校、中小学积极推进校园网IPv6改造。

3．更新移动和固定终端。各单位应制定对现有移动和固定终端的更新换代计划，逐步实现终端对IPv6的支持，新增终端应支持IPv6。

（二）加快应用系统和服务升级

4．升级域名系统。到2018年底，教育网升级域名解析系统，形成域名注册、解析、管理全链条的IPv6支持能力。到2019年底，各单位完成域名解析系统的IPv6改造。新建域名解析系统应支持IPv6。

5．升级网站和应用系统。到2018年底，教育部、省级教育行政部门、中央所属高等学校的门户网站完成IPv6改造。到2019年底，省级以下教育行政部门、高等学校的门户网站以及各单位核心业务信息系统和网站完成IPv6改造。鼓励职业学校、中小学对门户网站进行IPv6改造。

6．升级业务运营支撑系统。到2018年底，教育网完成业务运营支撑系统升级改造，建立面向IPv6业务的运维管理体系和业务管理流程，具备IPv6用户统计、网络日志审计、流量统计以及IPv6业务受理、开通、运行维护等能力。

7．升级数据中心（IDC）、内容分发网络（CDN）和云服务平台。到2019年底，各单位应完成自建数据中心、内容分发网络、云服务平台的改造，为用户提供IPv6访问通道。对于租用第三方数据中心、内容分发网络与云服务平台的单位，在相关招标采购活动中明确提出支持IPv6的具体需求。

8．创新特色应用。鼓励高等学校加强与研究机构、企业合作，在物联网、大数据、人工智能等新技术领域推进基于IPv6的融合创新与示范应用。鼓励高等学校建设基于IPv6的特色教育内容资源。

（三）优化网络安全管理和防护

9．优化IPv6环境下的网络安全管理。深入研究IPv6环境下的网络安全问题，建立并完善相关管理制度和技术规范，开展面向IPv6的网络安全等级保护、风险评估、通报预警。推进基于流量的安全监测工作，探索真实源地址验证技术的应用，提高网络安全态势感知能力。

10．升级改造网络安全设备。到2018年底，各单位应完成基于IPv6的安全硬件设备和软件平台的升级改造，适配IPv6环境下的安全防护要求。保障软硬件基础设施和应用系统IPv6升级改造期间的网络安全。加强网络运行状态监测，留存日志应不少于6个月。

11．提高IPv6环境下的安全意识。各单位应对本单位的管理和技术人员进行培训，普及IPv6的相关知识，提高IPv6环境下的网络安全意识。以网络安全宣传周等契机，面向广大师生宣传普及IPv6的基本知识，开展形式多样的网络安全教育。

（四）加强IPv6技术的支撑保障

12．加强关键技术研发和前沿技术创新。支持鼓励高等学校聚焦下一代互联网发展，超前布局新型网络体系结构、编址路由、网络虚拟化、网络智能化、安全可信体系等前沿技术研究。围绕网络过渡、网络安全、新型路由等关键技术，加强产学研用协同创新，形成下一代互联网技术先发优势。

13．加强下一代互联网人才培养。鼓励高等学校在相关学科专业中开设IPv6的理论和实践课程。积极开展“新工科”建设，探索建设多层次、模块化、多学科交叉融合的人才培养方案，对接IPv6产业发展及企业需求，推进产学合作协同育人。依托卓越工程师教育培养计划2.0，推进一流专业、一流本科、一流人才建设，助力IPv6关键技术研发和前沿技术创新。充分利用各类学生创新创业大赛，引导开展IPv6技术与应用的创新。

14．深化国际合作。深化与下一代互联网国际学术组织的合作，积极参与下一代互联网相关标准制定，加强与国际互联网工程任务组（IETF）、国际电信联盟（ITU）等国际标准化组织的合作，共同推进国际标准化进程。积极参与全球下一代互联网技术创新，扩大话语权。

**三、保障措施**

15．加强组织领导。各单位要充分认识推进IPv6规模部署的重要意义，加强对本地区、本单位的组织领导，将落实IPv6规模部署工作纳入重要议事日程，明确实施方案。加强与本地区网信、发改、工信等部门的沟通协调，确保各项任务落实到位。

16．落实责任分工。教育部负责统筹教育系统推进IPv6规模部署工作，制定工作方案，组织对各单位指导、督促和检查。各省级教育行政部门负责统筹本地区IPv6规模部署行动。各单位应落实主体责任，落实对人、财、物的保障，确保各项任务按时保质完成。

17．加强技术指导与支持。教育部组织教育网网络中心和具有技术优势的高等学校为规模部署行动提供技术支持。教育网节点高校应主动与地方教育行政部门沟通，提供技术支持与咨询。

18．加强监督考核。教育部将组织建立IPv6规模部署监测体系，及时掌握工作进展情况，定期通报重点任务落实情况，并将IPv6规模部署纳入网络安全检查、信息化专项督导等工作。

教育部办公厅

2018年8月21日